Nr referencyjny: KPT-DPR.270.1.09.2025

Załącznik nr 8 do SWZ

................................................................ ..................................., dnia ....................... 2025 r.

*(Nazwa i adres Wykonawcy)*

**WYKAZ WYKONANYCH USŁUG W CIĄGU OSTATNICH 3 LAT, A JEŻELI OKRES PROWADZENIA DZIAŁALNOŚCI JEST KRÓTSZY – W TYM OKRESIE**

Składany do zadania

**Przeprowadzenie 12 usług doradczych dla przedsiębiorstw z sektora MŚP w związku z realizacją usługi DORADZTWO W ZAKRESIE CYBERBEZPIECZEŃSTWA w ramach projektu „Technopark Kielce DIH” współfinansowanego ze środków Programu Cyfrowa Europa (Digital Europe) oraz Funduszy Europejskich dla Nowoczesnej Gospodarki na lata 2021-2027 (FENG).**

**OŚWIADCZAM(Y), ŻE**

wykonałem(wykonaliśmy) następujące USŁUGI:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **L.p.** | **Rodzaj usługi** | **Data zakończenia** | **Zleceniodawca** | **Doświadczenie własne /oddane do dyspozycji** |
| 1 | **Nazwa usługi: …………………………………..………………………**    Wykonana w/w usługa wpisuje się w kryterium:  **Usługa w zakresie realizacji projektów oceny cyberbezpieczeństwa dla przedsiębiorstwa funkcjonującego na rynkach międzynarodowych.**  W/w usługa obejmowała następujące obszary (należy wskazać min. 3 z 5 wymienionych obszarów - obszary zgodne z zakresem merytorycznym usługi):   |  |  |  | | --- | --- | --- | | |  | | --- | |  | | Ocena zgodności z regulacjami i standardami, | | |  | | --- | |  | | Ocena polityk i procedur bezpieczeństwa, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa infrastruktury, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa danych, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa wykorzystywanego oprogramowania i rozwiązań informatycznych aplikacji. | |  |  | Własne/  oddane do dyspozycji\* |
| 2 | **Nazwa usługi: …………………………………..………………………**  Wykonana w/w usługa wpisuje się w kryterium:  **Usługa w zakresie realizacji projektów oceny cyberbezpieczeństwa dla przedsiębiorstwa o statusie MSP.**  W/w usługa obejmowała następujące obszary (należy wskazać min. 3 z 5 wymienionych obszarów - obszary zgodne z zakresem merytorycznym usługi):   |  |  |  | | --- | --- | --- | | |  | | --- | |  | | Ocena zgodności z regulacjami i standardami, | | |  | | --- | |  | | Ocena polityk i procedur bezpieczeństwa, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa infrastruktury, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa danych, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa wykorzystywanego oprogramowania i rozwiązań informatycznych aplikacji. | |  |  | Własne/  oddane do dyspozycji\* |
| 3 | **Nazwa usługi: …………………………………..………………………**  Wykonana w/w usługa wpisuje się w kryterium:  **Usługa w zakresie realizacji projektów oceny cyberbezpieczeństwa dla przedsiębiorstwa o statusie MSP.**  W/w usługa obejmowała następujące obszary (należy wskazać min. 3 z 5 wymienionych obszarów - obszary zgodne z zakresem merytorycznym usługi):   |  |  |  | | --- | --- | --- | | |  | | --- | |  | | Ocena zgodności z regulacjami i standardami, | | |  | | --- | |  | | Ocena polityk i procedur bezpieczeństwa, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa infrastruktury, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa danych, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa wykorzystywanego oprogramowania i rozwiązań informatycznych aplikacji. | |  |  | Własne/  oddane do dyspozycji\* |
| 4 | **Nazwa usługi: …………………………………..………………………**  Wykonana w/w usługa wpisuje się w kryterium:  **Usługa w zakresie realizacji projektów oceny cyberbezpieczeństwa dla przedsiębiorstwa o statusie MSP.**  W/w usługa obejmowała następujące obszary (należy wskazać min. 3 z 5 wymienionych obszarów - obszary zgodne z zakresem merytorycznym usługi):   |  |  |  | | --- | --- | --- | | |  | | --- | |  | | Ocena zgodności z regulacjami i standardami, | | |  | | --- | |  | | Ocena polityk i procedur bezpieczeństwa, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa infrastruktury, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa danych, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa wykorzystywanego oprogramowania i rozwiązań informatycznych aplikacji. | |  |  | Własne/  oddane do dyspozycji\* |
| 5 | **Nazwa usługi: …………………………………..………………………**  W ramach ww. usługi wykonano:  **Usługa w zakresie realizacji projektów oceny cyberbezpieczeństwa dla podmiotu jednej z branż (podmioty kluczowe wg. NIS2): energetyka, transport, bankowość, infrastruktura rynków finansowych, ochrona zdrowia, woda pitna, ścieki, infrastruktura cyfrowa, administracja publiczna oraz przestrzeń kosmiczna.**  W/w usługa obejmowała następujące obszary (należy wskazać min. 3 z 5 wymienionych obszarów - obszary zgodne z zakresem merytorycznym usługi):   |  |  |  | | --- | --- | --- | | |  | | --- | |  | | Ocena zgodności z regulacjami i standardami, | | |  | | --- | |  | | Ocena polityk i procedur bezpieczeństwa, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa infrastruktury, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa danych, | | |  | | --- | |  | | Ocena poziomu bezpieczeństwa wykorzystywanego oprogramowania i rozwiązań informatycznych aplikacji. | |  |  | Własne/  oddane do dyspozycji\* |

*\* niepotrzebne skreślić*

**Dokument musi być** **podpisany** **kwalifikowanym podpisem elektronicznym**

**lub podpisem zaufanym lub podpisem osobistym**.